Security Measures

Dear All,

        It is my request to everybody, please follow the below points for the security measures of the PMT as well as other projects.

1.Please do Auto-complete off in all the forms(Add/Edit) of the project.

2. Sql Injection and XSS vulnerability check in each input form fields of the project.

3. Captcha functionality implementation in all the registration forms.

4. Inclusion of JavaScript enable functionality in the corresponding pages of the project.

5.Client side as well as Server side validation is must in all the form inputs of the project.This includes the server side SQL Injecttion and XSS check for the field values.

6.Request IDs should be checked for numeric value in the server side to protect the XSS and blind SQL injection attack.

7.Email, Web URL, Phone number format validation(Both client side and Server side) check in the corresponding sections of the project.

8. No IDs should pass in the URL.

9.Unnecessary code removal from all the pages of the project.All the pages should be clean.

10.IP tracking functionality need to incorporate in the projects.

11.Need to write the standardize code which should run properly in the higher version of PHP.

Please include all the things in PMT as well and share me the project files so that i will do cross check again.

Thanks